SEGNALAZIONI DI WHISTLEBLOWING
Informativa sul trattamento dei dati personali
ai sensi dell’art. 13 del Regolamento (UE) 2016/679

I’ATER di Pescara fornisce la seguente Informativa sul trattamento dei dati personali dei segnalanti, dei segnalati e
di eventuali altri soggetti terzi coinvolti nella segnalazione (tutti “interessati” al trattamento nei termini della
normativa privacy applicabile), che ¢ effettuato dalla stessa in relazione alle segnalazioni di whistleblowing.

1. Titolare del trattamento
Il Titolare del Trattamento ¢ PATER di PESCARA con sede in Via Genova 53 - 65122 Pescara (PE)

2. Responsabile della protezione dei dati personali (DPO)
Il Responsabile della Protezione Dati ¢ raggiungibile all’indirizzo: dpo@aterpescara.it

3. Finalita del trattamento e base giuridica

I dati personali dei soggetti che segnalano violazioni (dipendenti del’ATER, dipendenti e collaboratori delle imprese
fornitrici del’ ATER, liberi professionisti, consulenti, volontari, tirocinanti) sono trattati dal RPCT per consentire la
presentazione di segnalazioni di violazioni (comportamenti, atti od omissioni) della normativa nazionale ed europea
in forma scritta ed effettuare I'istruttoria per verificare la fondatezza del fatto oggetto della segnalazione e 'adozione
dei susseguenti provvedimenti. Qualora il RPCT debba avvalersi di personale del proprio Ufficio per la gestione
della segnalazione, lo stesso personale ¢ formalmente incaricato-autorizzato al trattamento dei dati personali e si
attiene al rispetto delle istruzioni impartite dal RPCT. E fatto salvo, in ogni caso, 'adempimento — da parte del RPCT
e/o dei soggetti che, per ragioni di servizio, debbano conoscere 'identita del segnalante — degli obblighi di legge, a
cui non ¢ opponibile il diritto all’anonimato del segnalante. La gestione e la preliminare verifica sulla fondatezza
delle circostanze rappresentate nella segnalazione sono affidate al RPCT, che vi provvede nel rispetto dei principi di
imparzialita e riservatezza, effettuando ogni attivita ritenuta opportuna, inclusa la possibile audizione personale del
segnalante e di eventuali altri soggetti che possono riferire sui fatti segnalati.

La base giuridica del trattamento ¢ da rinvenirsi nell’adempimento di un obbligo legale al quale ¢ soggetto il Titolare
del trattamento (art. 6, comma 1, lettera ¢), del Regolamento (UE) 2016/679, con particolare riferimento al compito
di accertare eventuali violazioni di disposizioni normative nazionali o del’UE che ledono linteresse pubblico o
Pintegrita dell’ Amministrazione pubblica, ai sensi dell’art.1, comma 1, del D.Lgs. 24/2023.

4. Tipologia dei dati trattati, origine dei dati e natura del conferimento

I dati personali oggetto del trattamento sono le informazioni idonee a identificare il segnalante (ad es. nome,
cognome, struttura di appartenenza, ente o societa con cui il segnalante ha un rapporto giuridico, dati di contatto).
Possono essere incidentalmente trattati dati personali di particolari categorie e dati relativi a condanne e reati, qualora
presenti nella segnalazione. Possono essere altresi trattati dati personali del segnalato o di altri soggetti, qualora citati
dal segnalante.

I dati non utili alla segnalazione non sono raccolti o, se raccolti accidentalmente, sono immediatamente cancellati, in
conformita  ai  principi di  limitazione delle finalita e  minimizzazione del  trattamento.
Il conferimento dei dati ¢ obbligatorio e 'eventuale rifiuto di fornirli potrebbe comportare la mancata conclusione
del procedimento.

5. Modalita del trattamento

Il trattamento dei dati sara effettuato mediante una procedura informatizzata che prevede l'utilizzo di
un’apposita piattaforma web, raggiungibile da un /ng presente nella pagina dedicata al whistleblowing nel sito
istituzionale del’ATER di Pescara.

Nel rispetto della normativa vigente in materia di protezione dei dati personali, ¢ garantita la riservatezza e la
sicurezza dei dati conferiti. Sono adottate misure tecniche e organizzative idonee a garantire un livello di sicurezza
adeguato alla tipologia dei dati trattati. Gli accessi nella piattaforma sono privi delle informazioni identificative dei
segnalanti, quali gli indirizzi IP e il sistema implementa una policy password sicura (con protocollo di autenticazione a
due fattoti).

6. Conservazione, comunicazione e diffusione.

I dati personali trattati mediante procedura informatizzata (piattaforma web) saranno conservati per un periodo di
12 mesi, prorogabili al doppio sulle singole segnalazioni per scelta precisa del soggetto ricevente.

E prevista esclusivamente la comunicazione ai soggetti di cui al successivo punto 10, nei casi previsti dalla legge o
con il consenso specifico del segnalante.

I dati non sono oggetto di diffusione, se non in forma anonima nella relazione annuale del RPCT.



7. Destinatari

Qualora, all’esito della verifica, si ravvisino elementi di non manifesta infondatezza del fatto segnalato, il RPCT potra
procedere alla comunicazione dei dati personali all’Autorita Giudiziaria, alla Corte dei conti e all’Autorita Nazionale
Anti Corruzione, nei casi di rispettiva competenza.

Nell'ambito del procedimento penale, l'identita del segnalante ¢ coperta dal segreto nei modi e nei limiti previsti
dall'articolo 329 del codice di procedura penale; nell'ambito del procedimento dinanzi alla Corte dei conti, l'identita
del segnalante non puo essere rivelata fino alla chiusura della fase istruttoria; nell’ambito del procedimento
disciplinare, se I'identita della persona segnalante sia indispensabile per la difesa dell’incolpato, ¢ richiesto il consenso
espresso della persona segnalante alla rivelazione della propria identita all’Ufficio Procedimenti Disciplinari.

La segnalazione ¢ sottratta al diritto di accesso documentale e di accesso civico.

8. Trasferimento dei dati
I dati personali sono trattati principalmente in Italia ed esclusivamente dell’lUE. Non esiste alcun trasferimento di
dati personali in paesi extra UE.

9. Diritti dell’interessato

Gli interessati hanno il diritto di ottenere dall’Ente, nei casi previsti, l'accesso ai propti dati personali e la rettifica o
la cancellazione degli stessi o la limitazione del trattamento che li riguarda o di opporsi al trattamento (artt. 15 e ss.
del Regolamento). L'apposita istanza al Responsabile della prevenzione della corruzione e della trasparenza ¢
presentata contattando il medesimo presso protocollo@aterpescara.it - Responsabile della Protezione dei dati
petrsonali, dpo(@aterpescara.it

10. Diritto di reclamo

Gli interessati i quali ritengono che il trattamento dei dati personali a loro riferiti effettuato attraverso questo sito
avvenga in violazione di quanto previsto dal Regolamento UE 2016/679, hanno il dititto di propotte reclamo, come
previsto dall'art. 77 del Regolamento stesso, o di adire le opportune sedi giudiziarie (art. 79 del Regolamento).
Ulteriori informazioni in ordine ai propri diritti sulla protezione dei dati personali sono reperibili sul sito web del
Garante per la Protezione dei Dati Personali all'indirizzo www.garanteprivacy.it.
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